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Abstract
We show how to securely realize any two-party and multi-party

functionality in a universally composable way, regardless of the num-
ber of corrupted participants. That is, we consider an asynchronous
multi-party network with open communication and an adversary that
can adaptively corrupt as many parties as it wishes. In this setting,
our protocols allow any subset of the parties (with pairs of parties be-
ing a special case) to securely realize any desired functionality of their
local inputs, and be guaranteed that security is preserved regardless of
the activity in the rest of the network. This implies that security is
preserved under concurrent composition of an unbounded number of
protocol executions, as well as non-malleability with respect to arbi-
trary protocols. Our constructions are in the common reference string
model and rely on standard intractability assumptions.

The construction roughly follows the Goldreich-Micali-Wigderson
paradigm, where the basic primitives (OT, ZK, Commitment) are re-
placed with universally composable counterparts. In fact, Given ideal
instantiations of these primitives, the construction becomes uncondi-
tionally secure. This feature may be condusive to developing quantum
versions of the construction.
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